**資通安全政策及目標**

一、資通安全政策

（一）本機關參照最新版「新竹縣政府資訊安全政策」。

（二）新竹縣政府資訊安全政策

http://hclaw.hsinchu.gov.tw/law/NewsContent.aspx?id=1420

二、資通安全目標

（一）量化型目標

1. 電子郵件社交工程演練之郵件開啟率低於8%及附件點閱率低於5%。
2. 主管及一般人員資通安全教育訓練，人員受訓人數達100%。(含線上學習之人員)
3. 知悉資安事件發生，能於規定的時間完成通報、應變及復原作業。
4. 資訊委外服務廠商均簽屬保密協議。

（二）質化型目標

1. 適時因應法令與技術之變動，調整資通安全維護之內容，以避免資通系統或資訊遭受未經授權之存取、使用、控制、洩漏、破壞、竄改、銷毀或其他侵害，以確保其機密性、完整性及可用性。
2. 達成資通安全責任等級分級辦法之要求，並降低遭受資通安全風險之威脅。